
 

58 

@2022, IRJEdT Volume: 04 Issue: 08 | August-2022                                                                                          

 

A ROUTING TECHNIQUE INCORPORATING ARTIFICIAL 

INTELLIGENCE FOR A WIRELESS SENSOR NETWORKS 

Dr.R.M.Dilip Charaan, Teaching Fellow,A.C.Tech,Anna University,Chennai-25 

 

ABSTRACT 

A  Wireless Sensor Network is a network that comprises of widely distributed self-automated 

hundreds to thousands of devices. These sensors are used in monitoring physical and 

environmental conditions. A reliable routing protocol establishes a secure network with power 

management and controls overhead and congestion. An algorithm designed in such a way that the 

system operates with intelligence in the formation of clusters, also the Cluster head chosen on 

energy base. The Artificial Intelligence concept is implemented in the routing protocols used. 

Providing a further extension of the lifetime and increasing the performance of the sensor 

network automatically. The system is designed in such a way that it chooses the best algorithm for 

the sensor network.    
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1. INTRODUCTION 

WIRELESS SENSOR NETWORKS (WSN) 

Wireless Sensor Networks (WSN) is formed normally of different self-governing, minuscule, ease, 

and low force sensor nodes. These nodes assemble information about their condition furthermore, 

work together to advance detected information to unified backend units called base stations or sinks 

for additional preparing. The sensor nodes could be furnished with different sorts of sensors, for 

example, warm, acoustic, substance, weight, climate, and optical sensors. Due to this decent variety, 

WSNs have tremendous potential for building amazing applications, each with its own singular 

qualities and necessities. Creating efficient calculations that are reasonable for a wide range of 

utilization situations is a difficult undertaking. Specifically, WSN planners need to deliver basic issues 

identified with information collection, information dependability, confinement, node clustering, 

energy-aware directing, occasions scheduling, fault detection, and security 

INTRODUCTION TO ARTIFICIAL INTELLIGENCE 

Though the principal target of Artificial Intelligence is to create systems that copy the 

scholarly and connection capacities of an individual the Distributed Artificial Intelligence seeks after 

a similar goal however concentrating on individual social orders [1]. A worldview in current use for 

the improvement of Distributed Artificial Intelligence depends on the idea of multi-operator 

systems. A multi-specialist framework is shaped by various interfacing intelligent systems called 

operators and can be executed as a software program, as a dedicated PC, or as a robot[2]. Intelligent 

specialists in a multi-operator framework communicate among one another to organize their 

structure, relegate errands, and exchange information. 

https://www.irjweb.com/viewarticle.php?aid=A-ROUTING-TECHNIQUE-INCORPORATING-ARTIFICIAL-INTELLIGENCE-FOR-A-WIRELESS-SENSOR-NETWORKS
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Ideas identified with multi-agent systems, artificial societies, and simulated organizations, 

make another and rising worldview in registering which includes issues as participation and rivalry, 

coordination, collaboration, correspondence and language conventions, negotiation, consensus 

advancement, conflict location and goal, aggregate knowledge exercises conducted by agents (for 

example issue goal, arranging, learning, and dynamic in a distributed way), psychological multiple 

knowledge exercises, social and dynamic structuring, decentralized organization and control, 

security, dependability, and administration quality boundaries. 

Distributed insightful sensor systems can be seen from the point of view of a framework 

com- presented by multiple agents (sensor nodes), with sensors working among themselves and 

structure,  an aggregate framework which capacity is to gather information from physical factors of 

frameworks. Accordingly, sensor systems can be viewed as multi-agent frameworks or as artificial 

sorted out societies that can see their condition through sensors.  

However, the inquiry is the means by which to execute Artificial Intelligence instruments 

inside Wireless Sensor Networks (WSNs). There are two potential ways to deal with the issue: as per 

the first methodology, designers have as a top priority the worldwide goal to be cultivated and plan 

both, the agents and the communication component of the multi-agent framework. In the 

subsequent methodology, the fashioner imagines and develops a lot of self-interested agents whose 

at that point advance and connect in a steady manner, in their structure, through transformative 

strategies for learning. Similar trouble applies when working with a WSN point of view seen from the 

perspective of DAI. Can the standards, calculations, and utilization of Distributed Artificial 

Intelligence be utilized to enhance a system of distributed remote sensors? Is it conceivable to 

execute an answer that empowers a sensor system to act as a canny multi-agent framework? From a 

viewpoint of multi-agents, artificial societies, and recreated associations, how should a distributed 

sensor arrange to be introduced in an effective manner and accomplish the proposed targets of 

taking proportions of physical factors without anyone else? What is the association that focuses 

between Distributed Artificial Intelligence and Wireless sensor systems? The essential thought is this 

part is to propose a model that empowers a profoundly distributed sensor system to carry on 

shrewdly as a multi-agent framework. 

2. RELATED WORKS 

This segment examines not many of the works conveyed here, In [3], a novel strategy for 

clustering in WSNs is proposed. The paper features the use of social practices of Rhesus Macaque 

monkeys and guarantee that the strategy gives vitality proficient arrangement for routing. Sandeep 

et al. [4] propose a strategy for clustering for WSNs based on the home searching technique of 

cuckoo flying creatures. [5] Proposes the use of a bacterial foraging method as an enhancement 

technique for the clustering of sensor networks. In [6], a method is proposed, which utilizes a 

firefly's light flashing conduct for clustering in remote sensor networks. Bharathi et al. [7] talk about 

the use of an elephant's multitude enhancement method for effective information accumulation in 

remote sensor networks. [8] Propose a productive routing convention dependent on the 

combination of insect state improvement with fluffy techniques. Hosein et al. [9] propose a method 

of securing WSNs using subterranean insect province improvement for finding a trustable way for 

correspondence. Heena et al. [10] talk about a technique for imitating the immune system of 
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vertebrates. It combines the idea of AIS with a machine learning method to shield against the 

malicious packets.  [11] Propose a bio-inspired method using the self-organizing neural networks 

with serious learning for security in WSNs. Suman et al. [12] propose a method of securing clustered 

sensor networks using an arbitrary keying procedure with mimetic administrators. 

3. ARTIFICIAL INTELLIGENCE AND MULTI-AGENT SYSTEMS  

              Traditional Artificial Intelligence aimed at emulating inside computers the 

intellectual and interaction abilities of a person. The modern way to deal with Artificial Intelligence 

(AI) is centered on the concept of a rational agent. An agent is whatever can perceive its 

environment through sensors and follow up on that environment through actuators (Russell and 

Norving, 2003)[1]. An agent that consistently tries to optimize an appropriate performance measure 

is called a rational agent. Such a definition of a rational agent is genuinely general and can include 

human agents (having eyes as sensors, hands as actuators), automated agents (having cameras as 

sensors, wheels as actuators), or software agents (having a graphical user interface as a sensor also, 

as an actuator). From this perspective, AI can be regarded as the investigation of the principles and 

design of artificial rational agents. However, agents are seldom stand-alone systems. Much of the 

time they coexist and interact with other agents in several different manners. Examples include 

intelligent Web software agents, soccer-playing robots, e-commerce negotiating agents, computer 

vision dedicated agents, and some more. Such a system, which comprises of a gathering of agents 

that can potentially interact with each other, is called a Multi-Agent Systems (MAS), and the 

corresponding subfield of AI that deals with the principles and design of multi-agent systems is 

called Distributed AI. 

4. WIRELESS SENSOR NETWORKS AND ARTIFICIAL INTELLIGENCE  

                           An intelligent sensor is one that modifies its inner conduct to upgrade its 

capacity to collect information from the physical world and communicates it in a responsive way, to 

a base station, or to a host system. The usefulness of shrewd sensor includes self-adjustment, self-

approval, and compensation. The self-alignment means that the sensor can screen the measuring 

condition to choose whether another alignment is required or not. Self-approval applies numerical 

demonstrating mistake spread and blunder isolation or information based techniques. Principle 

research issues of the WSNs are focused on the inclusion, availability network lifetime, and 

information fidelity. In the ongoing years, there has been an increasing interest in the zone of the 

Artificial Insight and Distributed Artificial Intelligence and their methods for solving WSNs constrains, 

make new algorithms, and new applications for WSNs. Resource the board is an essential element of 

a middleware solution for WSN. Resource the board includes beginning sensor-selection and task 

allocation as well as runtime adaptation of dispensed tasks/resources. The parameters to be 

streamlined incorporate vitality, bandwidth, and network lifetime. In this particular case Distributed 

Independent Reinforcement Learning proposed the use of group insight in resource management 

inside WSNs[13]. At long last, intelligent networking and community-oriented systems are also 

proposed as components for WSNs' enhancement.  

                    As a rule, the sensor arranges architects to portray machine learning as an assortment of 

instruments and calculations that are used to make forecast models. Notwithstanding, AI specialists 

remember it as a rich field with enormous topics what's more, designs. Seeing such subjects will be 
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gainful to the individuals who wish to apply AI to WSNs. Applied to various WSNs applications, AI 

calculations give tremendous flexibility benefits. This segment gives a portion of the hypothetical 

ideas and procedures of embracing AI with regards to WSNs. Existing AI calculations can be classified 

by the proposed structure of the model. Most AI calculations fall into the classes of administered, 

unsupervised what's more, reinforcement learning [18]. In the primary class, machine learning 

calculations are given a named preparing information set. This set is utilized to construct the 

framework model speaking to the educated connection between the info, yield, and framework 

boundaries. As opposed to directed learning, unsupervised learning calculations are not given marks. 

Essentially, the objective of an unsupervised learning calculation is to order the example sets to 

various gatherings by researching the similitude between the information tests. The third 

classification incorporates reinforcement learning calculations, in which the specialist learns by 

interfacing with its condition. At long last, a few AI calculations don't normally fit into this 

classification since they share qualities of both administered furthermore, unsupervised learning 

techniques. These half breed calculations (regularly named as semi-directed learning) mean to 

acquire the qualities of these fundamental classifications while limiting their shortcomings [15]. This 

area is for the most part to acquaint the per user with the algorithms that will be alluded to in later 

areas. In addition, models will be given to exhibit the way toward receiving AI in WSNs. In Sections III 

and IV, such subtleties will be discarded. For intrigued per user, if you don't mind allude to [14], [16] 

Furthermore, references in that, for intensive conversations of machine learning hypothesis and its 

old-style ideas 

5. ROUTING 

             Routing is very important to form an energy point, as the total workflow, as well as 

energy consumption, is calculated based on this routing techniques. In general, routing in WSNs can 

be divided into at-based routing, hierarchical-base routing, and location-based routing. In this paper 

we study networks where all nodes are supposed to be assigned equal roles or functionalities. In this 

sense, at-based routing is best suited for this kind of network. Among all the existing at routing 

protocols, we have chosen directed diffusion and Energy-Aware Routing (EAR) to evaluate the 

influence of the use of AI techniques.  

 

 

FIGURE 1:ROUTING PROTOCOLS-TYPES 
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    EAR is similar to directed diffusion. In directed diffusion, sensors measure events and 

create gradients of information in their respective neighbourhoods. The base station request data by 

broadcasting interests. Each sensor that receives the interest sets up a gradient toward the sensor 

nodes from which it has received the interest. This process continues until gradients are set up from 

the sources back to the base station. Nevertheless, it differs in the sense that it maintains a set of 

paths instead of maintaining or enforcing one optimal path at higher rates. These paths are 

maintained and chosen by means of a certain probability. The value of this probability depends on 

how low the energy consumption that each path can achieve is. By having paths chosen at different 

times, the energy of any single path will not deplete quickly. 

 

CLUSTERING AND DATA AGGREGATION 

           In large scope energy-obliged sensor networks, it is wasteful to send all information 

straightforwardly to the sink [17]. One effective arrangement is to pass the information to a nearby 

aggregator (known as a group head) which totals information from all the sensors inside its bunch 

and communicates to the sink. This will regularly bring about energy investment funds. There are a 

few works that have examined the ideal determination of the group head (i.e., bunch head political 

decision measure, for example, in [18], [19], [20]. Scientific classification and examination of 

traditional grouping calculations are introduced in [78]. For this situation, there could be some faulty 

nodes that must be taken out of the system. Such faulty nodes may create inaccurate readings that 

could adversely influence the precision of the general activity of the organization. Mainly, ML 

strategies improve the activity of hub grouping and information total as follows:  

• Usage of machine learning to compress information locally at group heads by productively 

removing likeness and difference (e.g., from faulty nodes) in various sensors' readings.  

• Machine learning calculations are utilized to effectively choose the group head, where fitting 

cluster head choice will altogether decrease energy utilization also, upgrade the system's lifetime. 

 

 

 

 

 

 

 

FIGURE 2: CLUSTERIN OF NODES 

MACHINE LEARNING STRATEGIES  
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        The current improvements in Machine Learning (ML) and soft computing strategies 

enable more beneficial prophecy models to be created based on a set of dimensions. The learned 

model might be merely a basic parametric function, learned from data, a couple of input variables-

usually traditional dimensions or point of view, allowing output state or variable to be expected 

precisely. The WSN's can include heterogeneous, numerous autonomous, inexpensive as well as 

minimal power sensor nodes.  

           The intent behind these types of nodes would be to collect data about the physical 

environment being tracked and merge together for ahead felt data to centralized control units 

known as base station nodes or sink nodes for additional processing. The sensor nodes in the WSN 

might be heterogeneous which is became designed with numerous kinds of sensors like 

thermal/temperature. The WSN creators have to deal with many issues regarding aggregation or 

assortment of data, data reliability, clustering of nodes, security & fault detection [25,[26].In the late 

1950s, the ML was originally launched as a unique method for Artificial Intelligence (AI). It's 

concentrated gradually moved and also developed extra towards algorithms that are 

computationally achievable and compelling through the years. The application developed widely in 

recent years in many areas such as spam detection, bioinformatics, speech recognition, as well as 

fraud detection [8]. The epitome of machine learning could be caught by following two traditional 

definitions: 

 The learning processes for the development of computer models that can enhance the performance 

of systems and offer methods to the issue of information acquisition.  

 Detecting & describing consistencies and patterns in training data by employing 

computational methods that can improve machine performance.  

 Excellent tracking of dynamic environments that modify swiftly with time. As an illustration, 

in soil tracking scenario, it can be possible that the location of sensor nodes may modify 

because of soil abrasion or ocean turbulence, and WSN depending on machine learning can 

enable automated adaption and economical operation in such dynamic environments.  

 Offering computationally possible, low-complexity mathematical models for complex 

environments. In these environments, it is not easy to develop precise mathematical 

models, and also difficult for sensor nodes to calculate the algorithm reminiscent of these 

types of mathematical models. Under such type of situations, WSN influenced by machine 

learning strategies can provide low intricacy approximations for the system models, enabling 

its implementation within sensor nodes.  

 Augmented automation and novel applications improvement, for instance regular, ambient 

computing systems. WSN based upon machine learning can enable boost automation and 

new utilizes by integration along with other WSNs causing completely sensor huge 

applications, for instance, IoT technologies, CPS, and m2mcommunications. These kinds of 

applications utilize several unique kinds of WSNs and if influenced by machine learning. 

Nevertheless, it is relatively feasible that WSN depending on machine learning strategies 

may not lead to any upgrades if a few of the problems laid out below are not regarded 

during the design stage.  
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 As the WSN environment is an asset minimal, important energy is burned on foretelling the 

hypothesis with precision and also for worldwide event detection kind scenarios, energy-

efficiency, and prediction precision is basically a trade-off. 

PROPOSED WORK 

            The routing technique and the energy capacity play the main role in any network. The 

nodes communicate within the network either forming into clusters or peer to peer communication 

between nodes. Algorithms play a vital role in a Wireless Sensor Network. Based on the algorithm 

the nodes communication takes place. Also, each routing algorithm performs in a different manner 

for different numbers of nodes. The efficiency differs for networks based on the algorithm used and 

the number of nodes. So a smart technology can be developed which inputs the number of nodes 

and the type of communication. 

   Based on the application and the number of nodes the best algorithm is chosen and 

is operated further for communication. In many sensor networks, communication is using clustering 

techniques or communicated directly. The networks are broken into parts using clustering 

techniques that use ahead to lead the particular cluster. The node is chosen as a Cluster Head based 

on its residual energy levels. In the previous work, few algorithms based on LEACH which come 

under hierarchical routing was developed. All these algorithms use the LEACH concept and 

Descendents of it was developed.[23]. In order to increase the security while transmitting data, a key 

management technique was introduced in the former modified LEACH algorithms. [24] To further 

increase the performance Artificial Intelligence and Machine Learning concepts can be incorporated 

into the existing algorithms. 

                   Further study deals with the practices of other living creatures and concentrates 

smart examples that can be adjusted for fathoming issues of WSNs successfully. What's more, 

existing nature roused optimization calculations can be changed with the end goal that it tends to be 

adjusted for the asset compelled sensor nodes. In most of the exploration works, the optimization 

calculation is performed by an exceptional sort of sensor hubs called the grapple hubs [23]. They 

play out the activity of picking the cluster heads and scattering the data. This expands the 

arrangement cost. Rather, if optimization calculations are made to execute in all the sensor hubs, 

the hubs may exhaust the assets because of the weight of calculation, memory, and capacity. 

Consequently, we can get an answer for this issue by adapting optimization calculations, to such an 

extent that it tends to be executed just a single time with a thought of picking a cluster head, and 

framing clusters of their own in WSN condition. This probably won't prompt optimal cluster head 

decision, yet may rough and a tradeoffs can be acquired. Henceforth, these calculations can fill in as 

light-weighted conventions best reasonable for sensor arrange applications.         

5. CONCLUSION 

            The paper is about Artificial Intelligence-based strategies for Novel Conjunction 

Control in Wireless sensor networks. The blockage is happened because of nodes or link gets the 

information more than its limit. The WSN installed with Artificial Intelligence techniques help in the 

system not just in terms of system performance improvement yet additionally help in resolving 

system issues. The two general approaches to control clogs are by controlling the traffic rate and by 
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managing the asset. We study that, the routing geography impact the vitality utilization of a sensor 

hub. The boundaries like vitality advancement, group development method, inter arrange 

correspondence improvement, sensor advancement, and their performance improvement, 

alongside generally life expectancy upgrade of WSNs are considered for the study and improved 

subsequent to training WSN with AI.  
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